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Increasing Usage of PHI – Benefits & Risks
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Patient Identifiers
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Examples of direct identifiers:  Name, address, 

telephone number, MRN, license plate number, clinical 

trial subject ID

Examples of quasi-identifiers: sex, date of birth or age, 

profession, event dates, hospital, diagnoses and 

procedures



Current Data Protection Strategies
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The Goal of De-identification
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Identifiability Spectrum



How Risk-based De-identification Works
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Factors To Consider
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Shifting Regulatory Environment
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Unlocking Data for Secondary Use

Enabling access to PHI for 

Analytics:

 Strengthen Security & Controls

 Strengthen DSA’s

 Leverage automated and 

standardized de-identification 

methods
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Questions

pbuffone@privacy-analytics.com

www.privacy-analytics.com


